How to get your AWS Access Key ID and Secret Access Key

Step 1. Visit the Amazon Web Services web console.

Step 2. Click My Account/Console at the top right corner of the webpage. In this case User Name is Alexander.
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Step 3. In the opened drop-down list click the “Security Credentials” option.
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Step 4. Then you will be redirected to the “Your Security Credentials” page and see the following pop-up window:

Cancel | x

You are accessing the security credentials page for your AWS account. The account credentials provide unlimited
access to your AWS resources

To help secure your account, follow an AWS best practice by creating and using AWS Identity and Access
Management (IAM) users with limited permissions.

Continue to Security Credentials Get Started with JAM Users

[[] Don't show me this message again

Click on the “Continue to Security Credentials” button.

Step 5. Click on the “Access Keys (Access Key ID and Secret Access Key)” to extend the list of keys.


http://aws.amazon.com/

Your Security Credentials

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Mangement (IAM) users, use the |AM Console
To learn more about the types of AWS credentials and how they're used, see AWS Security Credentials In AWS General Reference:
+ Password

*/ Multi-Factor Authentication (MFA)

+ Access Keys (Access Key ID and Secret Access Key) (e
+ CloudFront Key Pairs

*/ X.509 Certificates

+/ Account Identifiers

Step 6. Now you can see a list of your actual and deleted Access Key IDs. Write them down or save them.

=/ Access Keys (Access Key ID and Secret Access Key)

Note: You can have a maximum of two access keys (active or inactive) at a time.
Created Deleted Access Key ID

Status Actions

Aug 23rd 2012 Inactive Make Active | Delete
May 15th 2013 Yn“l Active Make Inactive | Delete
Oct 24th 2011 May 15th 2013 Deleted

Aug 22nd 2011 Aug 23rd 2012 Access KeylID Deleted

Oct 24th 2011 Oct 241h 2011 Deleted

Step 7. To find out your Secret Key by clicking on the “Security Credentials” link on the notification box below.

A If you must retrieve existing secret access keys:

Goto the Iegi‘ Security Credentials page and then save your keys in a secure location. The legacy Secunity Credentials page will be removed in the near future

Step 8. You will be redirected to the “Sign In” page where you will be asked to specify your AWS credentials once again. Enter your email
address and password, click the “Sign in using our secure server” button to continue.

My e-mail address is:

) Iam anew user.

Iam a returning user
and my password is:

@

i 5

Step 9. Now you are on the legacy Security Credentials page. Scroll down until you see the Access Credentials box, where you can see your
Access Key IDs again.



¥ Access Keys [# X.500 Certificates | b Key Pairs

Use access keys to make secure REST or Query protocol requests to any AWS service API. We create one for
you when your account is created — see your access key below.

Your Access Keys

Created Access Key ID i’ggé:g Key Status
August 23, Show Inactive (Make

2012 YourAccess Kﬂ“ IDs Active | Delete)

May 15, Active (Make
2013 Show  Tnactive

View Your Deleted Access Keys

Far your protection, you should never share your secret access keys with anyone. In addition, industry best
practice recommends frequent key rotation.

&) Learn more about Access Keys

Step 10. Click on the “Show” link in the “Secret Access Key” column. In the opened window you shall see your Secret Access Key. Write it
down or save it.
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Access Key Slabiey
Inactive (Make
Show Active | Delete)
Secret Access Key

1 Your
Secret Access Key

After you have found your AWS Access Key ID and Secret Access Key, you can add Amazon S3 account to Salesforce easily.

#) Setup Amazon S3 Configuration

Access Key Id: AK £

Secret Key: L2 cw
For more information regarding How to get your AWS Access Key ID and Sacret Access Key. please click here.

Canonical User Id: gecas. 3dgch

Far more infarmation ragarding How to gat your Canonical User i, piease click here.

Bucket Name:

regarding please wisit the Amazon S3 documentation.

Save | Cancel

Now, enjoy your Amazon S3 account in Salesforce please!



